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Staff Summary 
 

The Freedom of Information Act 2000 (“FOIA”) provides everyone with a right of access to all 
recorded public information held by authorities or those providing services for public 
authorities. 

Yorkshire Ambulance Service NHS Trust (“YAS”) is committed to comply with the provisions 
of the FOIA, ensuring that individuals know how to access information held by YAS and 
supporting a culture of transparency, openness, and accountability. 

This policy applies to all employees, volunteers, non-executive Directors and secondees of 
the Trust and covers all recorded electronic and paper-based information, subject to a 
number of exemptions. 

The FOIA places a responsibility on public authorities to adopt, implement and maintain an 
approved Publication Scheme and routinely make available a proportion of disclosable 
information without waiting for it to be requested. 

All requests received under the FOIA, EIR and RPSI are received, coordinated, and 
managed by the Legal Services Department. 

Any information that falls within the Trust’s public task must be permitted for re-use unless 
the information would be exempt under FOIA or EIR. The only exception to this is if the 
information is exempt under Section 21 of FOIA, because it is already readily available. 

‘Round robin’ requests must be handled in the same manner as any other FOIA or EIR 
request. 

The Trust does not have to comply with a request if it is considered vexatious. 

Both the FOIA and the EIR set out a series of exemptions (FOIA) and exceptions (EIR) which 
amount to valid reasons why information cannot be disclosed. 

Staff should be informed that information and documents they may have contributed to in 
their professional capacity may be disclosable. 

 

1.0 Introduction 
 

1.1 The Freedom of Information Act 2000 (“FOIA”) provides everyone with a right of access 
to all recorded public information held by authorities or those providing services for public 
authorities. This right is to help the public better understand why public authorities make 
the decisions they do and how they spend public money.  

 
1.2 Yorkshire Ambulance Service NHS Trust (“YAS”) is committed to comply with the 

provisions of the FOIA which came into force on 1 January 2005, ensuring that 
individuals know how to access information held by YAS and supporting a culture of 
transparency, openness, and accountability. 
 

1.3 YAS has two main obligations under the FOIA and EIR: 
 

• To publish certain information proactively; and 

• To respond to requests for information. 
 

2.0 Purpose 
 

2.1 This policy applies to all employees, volunteers, non-executive Directors and secondees 
of the Trust and covers all recorded electronic and paper-based information, subject to a 
number of exemptions.  
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2.2 The purpose of this policy is to set out the Trust’s approach to handling requests for 
information under the FOIA, ensuring that the Trust is compliant with all legal 
requirements. 

2.3 This policy also covers requests made under the Environmental Information Regulations 
2004 (“EIR”) and the Re-use of Public Sector Information Regulations 2015 (“RPSI”). 
 

3.0 Process 
 

3.1 Maintaining a publication scheme 
 

3.1.1 The FOIA places a responsibility on public authorities to adopt, implement and maintain 
an approved Publication Scheme and routinely make available a proportion of 
disclosable information without waiting for it to be requested. The Trust has adopted the 
Information Commissioner’s Office (“ICO”) Model Publication Scheme which sets out the 
types of information the ICO would normally expect NHS Trusts to publish. This can be 
accessed on YAS website: https://www.yas.nhs.uk/publications/publication-scheme/ 

 
3.2 Standard process for handling requests 

 
3.2.1 All requests received under the FOIA, EIR and RPSI are received, coordinated, and 

managed by the Legal Services Department.  
 

3.2.2 The EIR specifically covers information on the state of the environment, and can be 
summarised as follows:  

 

• the state of the elements of the environment, such as air and atmosphere, water, soil, 
land, landscape and natural sites and the interaction between these elements factors 
such as substances, energy, noise, radiation, or waste affecting or likely to affect the 
elements of the environment;  

• measures such as policies, legislation, plans, programmes, environmental agreements, 
and activities affecting or likely to affect or protect the elements of the environment;  

• reports on the implementation of environmental legislation;  

• cost-benefit and other economic analyses and assumptions used within the framework of 
environmental measures and activities;  

• the state of human health and safety, including the contamination of the food chain, 
conditions of human life, cultural sites and built structures in as much as they are or may 
be affected by the state of the elements of the environment. 
 

3.2.3 All other requests for non-personal information should be handled under the FOIA. The 
Trust has two separate duties when responding to requests: 

 

• to tell the applicant whether any information is held that falls within the scope of the 
request; and 

• to provide that information where it exists. 
 
3.2.4 When a request for information is received, the Legal Services Department will assess 

whether the request is valid (e.g., written for FOIA and RPSI, written or verbal for EIR) 
and under which legislation the request is to be responded to. Applicants do not have to 
mention the Act/Regulations for the request to be valid; however, it should include the 
requester’s real name and an address for correspondence (which can be an e-mail 
address). 
 

3.2.5 If the request is clearly for personal information (of the applicant making the request i.e., 
data subject), the request will be dealt with as a Subject Access Request (“SAR”) under 

https://www.yas.nhs.uk/publications/publication-scheme/
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the provisions of the Data Protection Act 2018 and UK GDPR. Personal information will 
not be released under FOIA and more information can be found within the Trust’s 
Disclosure Policy.  

3.2.6 The Legal Services Department will record the request and assess whether any 
additional information is required from the applicant to enable the Trust to respond to the 
request. If further details are required, the applicant will be contacted as soon as possible 
and, in any event, no later than 20 working days. The definition of working days excludes 
weekends and public holidays. The timescale shall recommence once clarification is 
received and until then, any request is placed on hold.  

3.2.7 The Legal Services Department will send a standard acknowledgement response to the 
applicant. 

3.2.8 A search will be undertaken of any previous requests which are of a similar theme to 
identify any identical previous requests. Should the information not be already recorded 
or if the request is different to previously held information, a request will then be sent to 
the relevant departmental manager/Information Asset Owner (IAO) to advise whether the 
information can be provided in whole or provided in part.  

3.2.9 Under the FOIA, EIR and RPSI the response timeframe is 20 working days. The FOIA 
says public authorities can have a “reasonable” extension of time to consider the public 
interest test if required (see 3.6 Exemptions). This should normally be no more than an 
extra 20 working days, which is 40 working days in total to deal with the request. Any 
extension beyond this time should be exceptional and the organisation must be able to 
justify it. The applicant should be informed of the extension as soon as possible. The EIR 
do not permit any extension beyond 20 working days to specifically consider the public 
interest.  

3.2.10 An internal deadline of 10 working days is set in relation to the gathering of information, 
to ensure that the final checking process can be completed, any additional 
material/information gathered if necessary and to allow for the response to be 
authorised. When a request from the Legal Services Department is received it should be 
complied with in a timely manner, and within the timescales set. The Legal Services 
Department work to strict deadlines set externally within legislation whereby fines can be 
imposed on the Trust for failure to meet these. Any difficulties meeting the timescales 
should be communicated at the earliest opportunity to the Legal Services Department. 
Requests for information should not be ignored under any circumstance. 

3.2.11 Before responses are sent back to the Legal Services Department, the IAO or 
appropriate senior manager should sign off the information as being accurate. The final 
response will be drafted by the Legal Services Department. 

3.2.12 If the relevant departmental manager is unsure whether the information requested can 
be released, advice will be sought from the Legal Services Department or the Head of 
Risk & Assurance in the first instance. Further advice may be taken from the Executive 
Director of Quality, Governance and Performance Assurance, the Chief Executive and/or 
the Caldicott Guardian. A decision may also be taken to seek legal advice from the 
Trust’s Solicitor. 

3.2.13 All responses are to be reviewed by the Legal Services Manager and authorised if the 
data is non-contentious. In all other circumstances, authorisation will be sought from the 
relevant Executive Director(s) or delegated deputies before being released to the 
requestor by the Legal Services Department. 
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3.2.14 The Corporate Communications department will be advised of any FOIA requests from 
journalists or those known to have links to the media and all responses will be passed to 
the department for awareness before issuing. 
 

3.2.15 If the intended FOIA or EIR response could impact on another public body or private 
sector organisation, the Legal Services Department will notify the public body or private 
sector organisation of the request and intended response out of courtesy and at the 
earliest opportunity. The purpose of this is to seek their views and any concerns in 
relation to the intended response. If requested, a copy of the response to the applicant 
will be copied to the public body or private sector organisation at the same time as it is 
sent to the applicant. 
 

3.2.16 Under RPSI, re-use means using public sector information for a different purpose to the 
original public task it was produced for. Any information that falls within the Trust’s public 
task must be permitted for re-use unless the information would be exempt under FOIA or 
EIR. The only exception to this is if the information is exempt under Section 21 of FOIA, 
because it is already readily available. Any request for the re-use of information which 
has not previously been disclosed must also be dealt with under FOIA or EIR. 
Information made available for re-use must be in the format and language in which the 
Trust holds it. 
 

3.2.17 The Trust follows a Records Management Policy and a Retention Schedule, which are in 
compliance with the Records Management Code of Practice for Health and Social Care. 
This policy addresses issues of active records management, including the creation, 
retention, maintenance, and disposal of records, according to the legal requirements 
placed upon the Trust. 
 

3.2.18  A process map of can be located at Appendix E. 
 

3.3 Costs and fees 
 

3.3.1 No charge will be made for information provided in the form of:  
 

• downloads or information taken from the Trust’s website, although any charges for 
Internet Service provider and personal printing costs would have to be met by the 
individual;  

• email – unless it is for information not routinely published in the public domain;  

• leaflets and brochures;  

• access to any public registers or lists of environmental information.  
 
3.3.2 Charges may be incurred for the following:  
 

• information provided on CD or similar medium;  

• multiple copies of documents;  

• archived copies of documents that are no longer available on the Trust’s website;  

• any information held by the Trust that is not routinely published into the public domain.  
 
3.3.3 The relevant departmental manager will advise whether a fee would be payable for the 

information requested. The Legal Services Department will calculate the cost using the 
criteria stated in the Trust Publication Scheme. 
 

3.3.4 The duty to comply does not arise if the estimated cost of supplying the information 
exceeds the appropriate limit established in the Freedom of Information and Data 
Protection (Appropriate Limit and Fees) Regulations 2004 (£450.00 for NHS Trusts). 
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Regulation 4(3) of the Regulations states that a public authority can only take into 
account the costs it reasonably expects to incur in carrying out the following permitted 
activities in complying with the request:  

 

• determining whether the information is held 

• locating the information, or a document containing it 

• retrieving the information, or a document containing it 

• extracting the information from a document containing it 
 

3.3.5 All public authorities should calculate the time spent on the permitted activities at the flat 
rate of £25 per person, per hour.  
 

3.3.6 This means that the appropriate limit will be exceeded if it would require more than 18 
hours work for public authorities, including NHS Trusts. The Trust will work with the 
applicant to explore ways to make the request more reasonable and keep costs to a 
minimum but reserves the right to refuse or charge for the communication of information 
that exceeds the limit. 
 

3.3.7 If a fee is required, the Legal Services Department will write to the applicant, issuing a 
fees notice, and the information will only be released on receipt of payment. The 
deadline of 20 working days is suspended until the payment has been received. If the fee 
is not received within three months, the request can be closed. 
 

3.3.8 If the applicant refines their request appropriately, the Trust should then deal with this as 
a new request. The time for the Trust to comply with the new request should start from 
the first working day from when the request is received (which may be the same day). 
 

3.3.9 Under the EIR, there is no cost limit but the Trust can charge for making information 
available to an applicant in some circumstances. Any charge should be ‘reasonable’ – it 
should not exceed the costs the Trust incurs in making the information available or act as 
a deterrent to the right to request information. It may cover the cost of the paper for 
photocopying or printing the information and a covering letter and the cost of postage. It 
may also include the cost of staff time in identifying, locating, or retrieving the information 
from storage. 
 

3.3.10 No charge will be made for permitting the re-use of information under the Open 
Government Licence (“OGL”). Once information has been permitted under OGL it would 
be difficult to impose a charge at a later date. It is therefore important to be clear about 
the basis in which information is being permitted for re-use. Charges may be incurred for 
the marginal costs of reproducing, providing, and disseminating the information. 
 

3.4 Handling round robin requests 
 

3.4.1 A ‘round robin’ request is one that has been sent to a number of different organisations 
by the same person. In some cases, it may not be immediately obvious that the request 
has been sent to other organisations. 
 

3.4.2 ‘Round robin’ requests must be handled in the same manner as any other FOIA or EIR 
request, however, on receipt:  
 

• the Legal Services Coordinator – FOI & Disclosure should be informed that such a 
request has been received, and  

• to help achieve consistency of responses, FOI leads in other ambulance services may be 
contacted to share views of how the request may be interpreted. 
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3.5 Vexatious and repeated requests for information 
 

3.5.1 The Trust does not have to comply with a request if it is considered vexatious. The key 
question to ask is whether the request is likely to cause a disproportionate or unjustifiable 
level of distress, disruption, or irritation. The Legal Services Department will make the 
decision in regards to whether a requester is deemed as being vexatious, following the 
guidance set out by the Information Commissioner’s Office (“ICO”).  
 

3.5.2 The Trust records all requests and will be able to identify repeated or vexatious requests. 
On such occasions where a request is deemed to be vexatious, a written refusal notice 
will be issued, in line with the guidance set out by the Information Commissioner’s Office 
(“ICO”). 
 

3.6 Exemptions 
 

3.6.1 In response to a request, the Trust will normally confirm whether or not the information is 
held and either provide the information or explain that part or all of the information is 
being withheld due to an exemption. There are also some circumstances where the Trust 
can neither confirm nor deny (“NCND”) whether the information is held.  
 

3.6.2 Exemptions exist to protect information that should not be disclosed, for example 
because disclosing it would be harmful to another person or it would be against the 
public interest. 
 

3.6.3 Both the FOIA and the EIR set out a series of exemptions (referred to as ‘exceptions’ 
under EIR) which amount to valid reasons why information cannot be disclosed. The 
exemptions are separated into ‘absolute’ and ‘qualified’, whilst the exceptions are all 
‘qualified’. 
 

3.6.4 Qualified exemptions and exceptions require the ‘public interest test’ to be applied to 
them. Information that falls within this particular category will have to be disclosed unless 
it can be successfully argued that the public interest in withholding it is greater than the 
public interest in releasing it. The principle behind the FOIA is to release information 
unless there is a good reason not to. 
 

3.6.5 In addition to the public interest in transparency and accountability, there is further public 
interest in disclosing environmental information because it supports the right of everyone 
to live in an adequate environment, and ultimately contributes to a better environment. 
Normally, public interest arguments in favour of the exception have to be specifically 
related to what that exception is protecting, but this is a general public interest argument 
for disclosure, and it does not have to be related to the specific exception. 
 

3.6.6 Under the EIR, when more than one exception applies to the information, the public 
interest arguments in maintaining the exceptions can be combined against the public 
interest in disclosure. This is different from the approach required under the Freedom of 
Information Act. 
 

3.6.7 Absolute exemptions (FOI only) do not contain the above requirement. Where 
information falls within the terms of an absolute exemption, the Trust may withhold this 
without applying the public interest test. 
 

3.6.8 Personal information contained within disclosures under the FOIA and EIR should be 
redacted if they identify and relate to a living individual, which is in accordance with the 
Data Protection Act 2018 and UK GDPR. However, some personal information pertaining 
to an individual who is mentioned in their official capacity may be released when it is 
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reasonable to do so When figures within datasets are five or fewer, these figures will be 
substituted with a confirmation that the figure is fewer than five. Where an organisation 
needs to deal with a request for information that contains third party personal data made 
under FOIA, it is prompted by the Information Commissioner’s Office (“ICO”) to consider 
anonymisation of data in accordance with its Code of Practice on Anonymisation: 
Managing Data Protection Risk. Recognised methods of anonymising data that are 
advocated are, for example, inference control, derived data, Barnardisation and blurring. 
The ICO states that ‘some cell values (e.g., small ones such as 1-5) in statistical data 
can present a greater risk of re-identification. Depending on the circumstances, small 
numbers can either be suppressed, or the values manipulated’. 
 

3.6.9 Personal information should not be released if there is any evidence that damage or 
distress may be caused to the individual being named, or their safety may be 
compromised. However, this does not include withholding details to prevent potential 
embarrassment being caused as a result of the disclosure. 
 

3.6.10 Staff should be informed that information and documents they may have contributed to in 
their professional capacity may be disclosable. 
 

3.6.11 Where information has been obtained from a third party in confidence, the Trust will 
make every effort to consult with the third party with a view to obtaining consent for 
disclosure. However, if a third party does not respond or they refuse to consent, this 
does not automatically mean information will be withheld. The final decision as to 
whether the information should be disclosed will lie with the Legal Services Department 
liaising with appropriate colleagues within the Trust. 
 

3.6.12 In deciding whether any information may be exempt from disclosure because it may 
involve a breach of confidentiality imposed by a third party or it may breach a trade 
secret or it may prejudice the commercial interest of any party, the Trust will take into 
account current guidance issued by the Information Commissioner’s Office or the 
Department of Constitutional Affairs. Contractors should be advised to include FOIA or 
EIR disclosure clauses within their contracts. 
 

3.6.13 Where the Trust intends to rely upon an exemption for either part or the whole of the 
request, advice may be sought from the Legal Services Department or the Head of Risk 
& Assurance. Where an exemption is relied upon, the department who holds the 
information must provide sufficient information as to the reasons why it applies, including 
the completion of a public interest test where required. 
 

3.6.14 When information is withheld due to an exemption, the applicant will be informed of this 
through a Refusal Notice within the standard timeframe for compliance, specifying which 
exemption the Trust is relying on and why. 
 

3.6.15 If the Trust has done a public interest test, they should explain why they have reached 
the conclusion that the public interest in maintaining the exemption outweighs the public 
interest in disclosure. 
 

3.6.16 A full list of exemptions can be found in Appendix A and a full list of exceptions can be 
found in Appendix B. 
 

3.7 Requests for an Internal Review 
 

3.7.1 If a requestor is not satisfied with the Trust’s response, they have the right to request an 
Internal Review. This request may be made in writing, by email or letter. 
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3.7.2 The Head of Risk & Assurance will independently review the way the request was 

handled and whether the response was fair under the requirements of the relevant 
legislation.  

3.7.3 Under EIR the applicant’s request for an internal review must be made within 40 working 
days of the date of the refusal letter. The appeal must then be dealt with within 40 
working days by the Trust. There are no such timelines dictated under the FOIA. 
However, good practice would be to follow the same timescales as under the EIR. 
 

3.7.4 The Trust will aim to respond to all internal reviews within 20 working days. 
 

3.7.5 If the applicant remains dissatisfied with the outcome, they may refer the matter to the 
Information Commissioner’s Office who will investigate the issue and advise accordingly. 
The Trust reserves the right to seek legal advice if deemed necessary. 
 

4.0 Training expectations for staff 
 

4.1 All new staff undertake information governance induction training via the Electronic Staff 
Record (“ESR”). This training includes awareness of the FOIA and where to direct 
enquiries within the Trust. All staff complete  annual information governance training 
which includes a reminder of the legislation and directing requests. 
 

4.2 Legal Services Department staff handling FOIA requests will receive appropriate training, 
development, and support to allow them to discharge their responsibilities. Information 
Asset Owners (“IAOs”) will receive advice and support from the Legal Services 
Department when required. 
 

5.0 Implementation plan 
 

5.1 The latest approved version of this Policy will be posted on the Trust Intranet site for all 
members of staff to view. New members of staff will be signposted to how to find and 
access this guidance during Trust Induction. 
 

6.0 Monitoring compliance with this policy 
 

6.1 Compliance reports are provided by the Legal Services Manager on a monthly basis for 
the Integrated Performance Report (“IPR”), including regular updates to the Information 
Governance Working Group. The committees review the reports, note any deficiencies 
and remedial actions in their minutes. Progress against actions will be monitored as part 
of routine business and will be subject to the Trust’s performance management process. 
 

6.2 The effectiveness of this policy is monitored against adherence to external timescales set 
by the various legislation and judiciary. Key Performance Indicators (“KPI”) based on the 
legislative timeframes have been agreed, and performance against these KPIs is 
monitored through the Integrated Performance Report. 
 

7.0 References 
 

7.1 Legislation: 

• Freedom of Information Act 2000 

• The Environmental Information Regulations 2004 

• The Re-use of Public Sector Information Regulations 2015 

• Freedom of Information and Data Protection (Appropriate Limit and Fees) Regulations 
2004 
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7.2 External guidance: 
 

• Information Commissioners Office: Guide to Freedom of Information. Available at: 
https://ico.org.uk/for-organisations/guide-to-freedom-of-information/ 

• Information Commissioners Office: Guide to Environmental Information Regulations. 
Available at: https://ico.org.uk/for-organisations/guide-to-the-environmental-information-
regulations/ 

• NHS Digital’s Data Security and Protection Toolkit. Available at: 
https://www.dsptoolkit.nhs.uk/ 

 
7.3 Internal guidance and support: 
 

• Legal Services Department: yas.foi@nhs.net 

• Information Governance Team: yas.yasinformationgovernance@nhs.net 
 
8.0 Appendices 

 
8.1 This Policy includes the following appendices: 

 

Appendix A – Exemptions (FOIA) 
Appendix B – Exceptions (EIR) 
Appendix C – Definitions 
Appendix D – Roles and responsibilities 
Appendix E – Process Map 
 

 
 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

https://ico.org.uk/for-organisations/guide-to-freedom-of-information/
https://ico.org.uk/for-organisations/guide-to-the-environmental-information-regulations/
https://ico.org.uk/for-organisations/guide-to-the-environmental-information-regulations/
https://www.dsptoolkit.nhs.uk/
mailto:yas.foi@nhs.net
mailto:yas.yasinformationgovernance@nhs.net
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Appendix A – Exemptions (FOIA) 
 

Section 21 Information accessible to the applicant by other means Absolute 

Section 22 and 
22A 

Information intended for future publication and research Qualified 

Section 23 
Information supplied by, or relating to, bodies dealing with 
security matters 

Absolute 

Section 24 National Security Qualified 

Section 26 Defence Qualified 

Section 27 International Relations Qualified 

Section 28 Relations with the United Kingdom Qualified 

Section 29 The economy Qualified 

Section 30 
Investigations and proceedings conducted by public 
authorities 

Qualified 

Section 31 Law enforcement Qualified 

Section 32 Court records etc. Absolute 

Section 33 Audit functions Qualified 

Section 34 Parliamentary privilege Absolute 

Section 35 Formulation of Government policy Qualified 

Section 36 Prejudice to effective conduct of public affairs Qualified 

Section 37 
Communications with His Majesty and the awarding of 
honours 

Qualified 

Section 38 Health and Safety Qualified 

Section 39 Environmental information Qualified 

Section 40 Personal information Absolute 

Section 41 Information provided in confidence Absolute 

Section 42 Legal professional privilege Qualified 

Section 43 Commercial interests Qualified 

Section 44 Prohibitions on disclosure Absolute 
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Appendix B – Exceptions (EIR) 
 

Regulation 12(4)(a) Information not held 

Regulation 12(4)(b) Manifestly unreasonable requests 

Regulation 12(4)(c) Requests formulated in too general a manner 

Regulation 12(4)(d) 
Material in the course of completion, unfinished documents, and 
incomplete data 

Regulation 12(4)(e) Internal communications 

Regulation 12(5)(a) International relations, defence, national security, or public safety 

Regulation 12(5)(b) The course of justice and inquiries exception 

Regulation 12(5)(c) Intellectual property rights 

Regulation 12(5)(d) Confidentiality of proceedings 

Regulation 12(5)(e) Confidentiality of commercial or industrial information 

Regulation 12(5)(f) 
Interests of the person who provided the information to the public 
authority 

Regulation 12(5)(g) Protection of the environment 

Regulation 12(9) Information on emissions 

Regulation 13 Personal information 
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Appendix C – Definitions 
 

Applicant 
The individual, group or organisation making the request for 
information. 

Exemption 
A valid reason for non-disclosure of information under the 
Freedom of Information Act 2000. 

Exception 
A valid reason for non-disclosure of information under the 
Environmental Information Regulations 2004. 

Publication Scheme 
A publication detailing all the information routinely available 
from the organisation. 

Public Interest Test 
Determining whether the interests of the public are better 
served by withholding or disclosing the information. 

Personal Information Information which identifies and relates to a living individual. 

Third Party Someone other than the applicant. 
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Appendix D – Roles and responsibilities 
 
Associate Director for Corporate Affairs 

The Associate Director for Corporate Affairs has responsibility for ensuring that adequate arrangements 

are in place to effectively manage requests made under the FOIA and EIR, ensuring that an appropriate 

system is in place to manage risks arising from these processes. The Associate Director has the 

responsibility for providing the Trust Executive Group and Trust Board with updates on significant 

developments and assurance on the management of these processes. 

 
Head of Legal Services/Trust Solicitor 
The Head of Legal Services has overall responsibility for the management of the Legal Services 
Department, which includes the management of FOI and EIR requests. The Head of Legal Services is 
responsible for ensuring appropriate policy and procedures are in place relating to this function, along 
with providing advice and guidance on handling of requests under FOIA, EIR and RPSIR and the 
application of exemptions. 
 
Legal Services Manager 
The Legal Services Manager has operational responsibility for the management of the Legal Services 
Department, which includes the management of FOI and EIR requests. The Legal Services Manager has 
responsibility for the collation and analysis of data and for providing detailed reports to Trust 
Committees. The Legal Services Manager will approve non-contentious FOI responses before they are 
sent out externally and can provide advice and guidance on the handling of requests including the 
application of exemptions. 
 
Head of Risk & Assurance 
The Head of Risk & Assurance is responsible for ensuring appropriate information governance policy 
and procedure is in place providing advice and guidance on handling of requests under FOIA, EIR and 
RPSIR and the application of exemptions. Head of Risk & Assurance will conduct internal reviews. 
 
Legal Services Department 
The Legal Services Department consists of a number of coordinators and administrators, each of which 
is allocated specific aspects of Legal Services responsibilities. They support the Legal Services Manager 
in the operational delivery of departmental objectives and in the achievement of mandated performance 
standards. The administrators responsible for handling FOI requests will follow the process as set out 
within section 3.0 of this policy and shall seek advice and assistance from the Legal Services 
Coordinator – FOI & Disclosure in the first instance. 
 
All Trust Managers  
All managers are required to co-operate with the Legal Services Manager and the Legal Services 
Department, by responding in a timely manner to requests for any information or support required in 
handling requests made under FOIA, EIP and RPSIR. It is the responsibility of the departmental 
manager to ensure the information is accurate when responding to any such request. 
 
All Staff 
All Trust staff should be aware that FOIA, EIR and RPSIR requests are to be handled by the Legal 
Services Department and details should immediately be notified to yas.foi@nhs.net. All staff should 
ensure that correspondence through Trust communication channels is carried out in a professional 
manner and staff should understand that it may be disclosable under the FOIA and EIR. 
 

mailto:foi@yas.nhs.uk
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